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FILE SYSTEMS

» File concept

» Access methods

» Directory structure

» Files System Mounting
» File Sharing

» Protection
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Introduction

» The operating system defines a logical storage
a file.

» The files are stored in disk blocks in the disk.

» The mapping of files onto the disk physical device
by the operating system.

» The physical devices are nonvolatile.
» Information is stored on different storage media.

» For example, hard disks, pen drives etc. are used to
information.
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Introduction

» In a disk, data are stored in small units called as
blocks.

» That is, the disk is logically divided into disk bloc
which data are stored.

» The user need not be aware that there are disk blo
the disk where information is stored.

» It is enough for the users to understand informatio
terms of files.

» In this module we learn the uses of files and file syste
different attributes and types of files, understand fil
operations.

» We also discuss different file access methods.

4/17/2025 File concepts/ 23CST202 - Operating Systems/ Anand Kumar. N/IT/SNSCT,



File

\ INSTITUTIONS,

» A file is a named collection of related informatic
recorded on secondary storage.

» The file is the smallest allotment on secondary stc
» Afile may represent programs or data.
» That is, a file may be a program file or a data file.

» The program files can be source programs, objects
programs and so on.

» The data files can have numeric data, alphabetic d
alphanumeric data, binary data and so on.

4/17/2025 File concepts/ 23CST202 - Operating Systems/ Anand Kumar. N/IT/SNSCT,



File

» A file has a defined structure depending on the
file.

» For example, the text file is a sequence of charac
organized into lines.

» A source file has a source program that has a seque
subroutines and functions, organized as declarations
followed by executable statements.

» An object file has a sequence of bytes organized into
blocks understandable by the linker.

» An executable file has a series of code sections that
loader can bring into the memory and execute.

4/17/2025
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File System

» The file system consists of a collection of files.

» When there are a number of files kept in the secondary me
better to keep the files organized.

» For example, similar types of files can be grouped and the g
be given a hame.

» This group is called a directory.
» Many directories can be grouped under another directory and

» Thus, the directory structure organizes and provides informat
all the files in the system.

» This forms the file system.

» To physically or logically separate large collections of directorie
partitions are maintained.

» Each partition can have a different file system.
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File Attributes

» Each file has a number of attributes indicating
information of the file.

» The most common attributes are the
» name,

> type,

» location,

» size,

» protection bits,

» time,

» date and

» user identification.
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File Attributes SIS

INSTITUTIONS,

» Name is the only information kept in human-ré
form. This is the name given to identify the file

» Type is the type of the file and is needed for sy
support different types. For example, the differe
of files are text files, image files and so on.

» Location points to the location of the file on the dis
That is the disk block in the disk where the conter
the file are kept.

» Size refers to the current file size.
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File Attributes

Protection bits control who can do reading, writi
executing. Some users can read, some can writ
can execute or some can have a combination of
permissions.

Time, date, and user identification

- Information kept for last creation, last modification
last use

- Data useful for protection, security, and usage
monitoring.

Information about the attributes of the files is kept
directory structure, which is maintained on the di
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File Operations

» The operating system provides a number of s
calls to create, write, read, reposition, delete
truncate files. We now see how each of these
is carried out.
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File Operations

» Create

» This operation creates a new file. First, it is nec
find if there is space for the file in the disk. Then,
entry is made for the new file in the directory. Th
directory entry stores information about the file li
name of the file, location of the file in disk and so o

» Write

» This operation is used to write contents into a file. T
system searches the directory and finds the location
the file. Using this location, contents can be written j
the file. The system keeps a write pointer to the lo
in the file where the next write has to take plac
write pointer is updated after a write occurs.
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File Operations

» The read operation is used to read the contents
The system call used for reading specifies the na
the file and where the next block must be read fr
system needs to keep a read pointer to the locatio
the file where the next read is to take place. The re
pointer is updated after read has taken place. For a
particular file, the file position pointer need not be t
same for all processes that access the file. Each proc

maintains its own file position pointer for a particular
file.
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File Operations

» File seek

» This operation is used to reposition the file poin
within the file. Whenever a read or a write opera
done, the read or write is done on the location w
pointed to by the file pointer. This value of the file
pointer or the current-file-position can be modifie
using the seek operation. The system call used for s
searches the directory for the appropriate entry. Th
current-file-position maintained in the directory
structure is set to the given value. This operation doe
not access the contents of the file kept in the disk
hence, no 1/0 is needed. The value of the file poi
alone is changed in the directory structure.
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File Operations

Delete

This operation is used to delete a file. The name 0
to be deleted is provided in the system call. T
searched in the directory. The space allocated for
in the disk is released. The directory entry crea
the file is erased.

Truncate

This operation releases all the contents of the file. The
is not deleted. The file length is reset to zero so tha
can be overwritten. The space allocated to the fil
disk is released.
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that position.
Rename

The name of the file is changed to the new name prg
in the system call. For this, the directory entry is
modified. The old name is removed and the new ne
entered.
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File Operations S'S
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Copy

» This operation is used to make a copy of an e
The name of the old file and the name of the i
(copy) to be created are provided through the
call. A new file is created, contents of the old file
and written to the new file.
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File Types — Name,

Extension
» Different file types are supported by operatin

» Each file type can have different extensions.

» Figure shows examples of different file types an
different extensions for each file type.

» For example a source code file can have the exte
Or .cc or .java and So on.
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File Types — Name,
Extension

exacoutable axe, com, bin read 1o run machine -
Or NnonNne langungo proqrnm
object ob), o compllod machine language,

not linked

source code

¢, oo, java, pas,

sOourca codea Iin various

asm, a languagcs
bateh bat, sh oommande o the command
lmorprator
toxt Ixt, doc loxtual data docum.ms
word processor wp, tex, rrf, Various word-procaessor
doo formalts
Hbrary Hb, a, so, dil, lbraries of routines for

mpeqg, mov, rm

programmers

print or view

arc, zip, tar

ASCI or binary file In a
formant for printing or
viewing

archive

arc, zip, tar

4/17/2025

multimedia

mMpag, mov, rm

File concepts/ 23CST202 - Operating Systems/ Anand Kumar. N/IT/SNSCT,

audio or A/V information

related files grouped Into
one fille, someatimes com-
prassed, for archiving

or sloraoo

blnary flle containing




S

INSTITUTIONS,

File Access Methods

» Information stored in files must be accessed.
» There are different methods to access files.
» Some systems support only one method.

» Some systems support multiple methods and the
one is chosen based on the application.

» The ditferent methods of file access are sequentie
access, direct access and indexed sequential acces

» We learn each of these methods in this section one
the other.
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Sequential Access

\ INSTITUTIONS,

» The sequential access is the simplest and the
common file access method. In this method, the
of a file are accessed one after the other. That is
information is processed one record after anot
possible operations can be

» read next - read the next record

» write next — write the next record

» reset - reset the file pointer to the initial recorc
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Sequential Access S'S

INSTITUTIONS,

» Figure shows the possible operations using seq
access method.

» The current file position is shown.

» From the current file position, it is possible to re
next record or write the next record or rewind bad
the beginning of the file.

» Using the sequential access method, it is not poss
access any disk block in random.
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Direct Access

» The direct access method is based on the di
the file.

» File contents are stored in disk blocks in the dis
» Disks allow access to any random block.

» Direct access also allows arbitrary blocks to be
written.
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Direct Access

» With direct access, the following operations a
>

» read n - read the nth block

» write n — write to the nth block

>

» position to n — move the pointer to the nth block

» read next — read the next block after moving to th
block

» write next — write to the next block after moving to
nth block

» rewrite n — rewrite the nth block
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Direct Access

» where n is the block number relative to beginn

» it is possible to implement sequential access us
operations used for direct access.

» Figure shows the sequential access operations and
corresponding operations in direct access methoc

» Thus, it is possible to simulate sequential access ¢
direct file.

» But, direct access cannot be simulated on a sequen
access file.
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Direct Access

read next

wrife next
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Other Access Methods

» In another access method, an index is built whi
contains pointers to various blocks of the file.

» To find a record, the index is searched, and the
used to access the file and the desired record.

» Searching through an index is faster.

» When the file size becomes large, the index file als
becomes large.

» Therefore, to make the access faster, another secon
index can be maintained for the primary index file.

» The primary index file will have pointers to second

index files, and the secondary index files point t
of the file.

Figure shows an example of how an index fi
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logical record
last name number

I Adams

| Arthur

Smith |

index file relative file
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Disk Structure

\ INSTITUTIONS,

» The disk which can be in the size of terabytes ¢
subdivided into partitions.

» A disk or partition can be used raw - without a
system, or can be formatted with a file system.

» The partitions of the disk are also known as minid
slices.

» Each disk has at least one partition.
» Partitions can store multiple operating systems.

» That is, each partition can have a different operating
system.
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Disk Structure

» Each entity containing a file system is known
volume.

» Each volume containing a file system also need
that file system’s information.

» In each volume, this information is maintained i
directory or volume table of contents.

» The device directory records information such as
location, size, type for all files in that volume.
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Disk Structure

partition A <

, disk 1
partition C < files
partition B 4
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Disk Structure

» Figure shows the organization of a typical file-
» Diskl has two partitions.

» Partition A has a file system and a corresponding
directory.

» Partition B has another file system and a correspc
device directory.

» Itis also possible for a partition to cover two disks

» Partition C has a file system that is kept in disk2 a
disk3.
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Directory Structure

» A directory structure is a collection of nodes cg
information about all files that are kept in the ¢

» Both the directory structure and the files reside ¢
disk.

» The backups of these two structures are kept on ta

» Figure shows a few directories and files under th

directories.
— QPP

Files
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Operations Performe

on Directory
» Similar to how operations can be performe

there are operations that can be perfo
directories.

» Some of the operations that can be perfor
directories are given below:

e Search for a file — A directory has information ab
the files present in the directory. To search for a file
necessary to search the directory.

* Create a file — To create a file, an entry is creat
directory. For this, it iS necessary to writ
directory.
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Operations Performe
on Directory

e Delete a file — To delete a file, it is necessary to remove
the file and all other details about the file from the dire
again needs write permissions in the directory.

 List a directory - For listing the contents of a directory, it is
necessary to read from the directory.

e Rename a file - To change the name of the file, it is necessary to
write and search in the directory. Note that renaming a fi
change the position of the file name in the directory.

» * Traverse the file system - This also needs reading and
operations on the directory.
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Organizing the Directory |- 1=

» Itis necessary to organize a directory logically so that the
are achieved:

e Efficiency
locating a file quickly.

The directory should be organized such that files can b
quickly when searching.
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Organizing the Directory |- 1=

INSTITUTIONS,

» Naming
» convenient to users.

» The names of the files cannot be arbitrary names and must B
the users to remember the names.

» Two users cannot have the same name for different files.

» The same file can have several different names.

» Grouping

» Based on the properties of files, it is necessary to logically g
files.

» For example, all Java programs may have to be put under one dix
all games under another directory and so on.
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Logical Structure of
directory

» Single-Level Directory

>
>
>
>

Two-Level Directory

Tree-Structured Directories

Acyclic-Graph Directories

General Graph Directory
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Logical Structure of S'S

INSTTTUTIONS

directory

Single-Level Directory

>

» In this scheme, a single directory is kept for all the users.
» This is the simplest scheme. But there are limitations in this sche
>

Since there is only one directory, it becomes difficult to manag
when the number of files increases.

» When the system has more than one user, it becomes difficult {
users to assign unique names to files.

» Even a single-user finds it difficult to remember the names of hi
because all files are kept in the same directory.

» Figure shows an example of a single-level directory.

The files cat, bo, a, ..., records are kept in a single directory.

directory

RELEREENY)
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Logical Structure of

directory
» Two-Level Directory

» In a two-level directory, there is a master file directo
under this directory, a separate directory is assigned for e

» This scheme has more advantages compared to the 's
directory.

» Different users can use the same file name.

» Creation and deletion of files are confined to the user’s u
directory (UFD).

» Therefore, naming becomes easier in this scheme.

But the limitation is that users can’t cooperate and ac
another’s files.

To access another user’s file, the path name of that file
specified.

The path name of a file is specified using the name of
siellowed by the. name.eldlt eangd ihe Dame. ol flgsc
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Logical Structure of
directory

Another limitation in this system is the placing of sys
loaders, assemblers and compilers.

These files are needed by all the users.
If these files are copied to each UFD, it is waste of space.

Therefore, a special user directory can be created to co
system files.

For accessing files that are not kept in the current dire
search path can be defined. By default, files are first searche
current directory.

If the files are not available in the current directory, the file
searched in the directories specified in the search path.

The system files can also be searched in this manner.
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Logical Structure of
directory

master
:
directory

s [ @[ ] o Jo|[ o Jo [ o Joo[[ < [a] s

]
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Tree-Structured
Directories

oot | spoit | bin | programs|

stat | mail | dist

®

356
364

last | first

(S A R
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Tree-Structured
Directories

» The two-level directory was extended to have multip
the tree-structured directory was formed.

The tree is the most common directory structure.
Figure shows an example of a tree-structured directory.
The directory is treated as a special kind of file.

Under a directory, there can be files as well as other subdi

vV v v v VvV

A bit is used to differentiate between a file and a directory
the same level.

>

The tree has a root directory and beneath the root directo
are a number of subdirectories.

System calls are available for creating and deleting directories
file has a unique path name.
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Tree-Structured
Directories

» The introduction of tree-structured directories inti
types of path names called the absolute path name anc
path name.

» If the path name starts from the root, it is called as abs¢
name.

» If the path name starts from the current directory, it is ¢
relative path name.

» For example, if root/spell /mail is the current directory, p
the relative path name and absolute path
root/spell /mail /prt /first.
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Acyclic-Graph Directories

» To overcome the disadvantage of tree-structured
acyclic-graph directories were formed which
subdirectories and files.

» Figure shows that file count is shared by the directory spé
directory dict.

» Therefore, the file count has two different path names, /
and /spell /count.

» This sharing of files is helpful when there is more th
working on a project and have to access a common file.

» This is not the same as having two copies of the same file.
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oot | diet | apen

o [ [ 7

. -
> p -
» AR o .
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General Graph Directory

root | aw e Jim

| oo e i
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General Graph Directory W1

INSTITUTIONS,

» The general graph directory is similar to the tre
directory except that cycles are allowed in the structure

» A cycle is path of edges and vertices wherein a vertex is
from itsellf.

» Here, vertices denote directories or files and there
between a file /subdirectory and a directory if the direct
parent directory of the file /directory.
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INSTITUTIONS,

» The file system is the most visible part of an operating s
» File systems are kept in secondary storage devices.

» File systems can be kept in different partitions, differe
drives and so on.

» In this module we will learn how a file system can be
another file system, how sharing of files is supported in f
and how files can be protected.
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File-System Mounting

» Similar to how a file must be opened before use, a file
be mounted before it can be accessed.

» A single file system can be built out of multiple partitio
can be a separate file-system in each partition.

» To logically attach different file systems together and to
files of different file systems, mounting is done.

» The mount procedure is as follows:
» There is a mount command /system call which is used for mou

The system is provided with the name of device containing th
system to be mounted and the mount point as argument
mount call.

The mount point is the directory at which the mounte
will be attached.
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(a) Existing file system. (b) Unmounted file system
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File Sharing

» Sharing of files is desirable when users want to collabor:
to achieve a computing goal.

» Therefore, operating systems must provide support to s
spite of the difficulties.

» In this section, we will discuss different issues that may

files are shared.
/
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File Sharing — Multiple
Users

» In a single user system, the need for the sharing of 1
arise.

» But, in a multiuser system, more protection and access ¢
needed for file sharing.

» Therefore, the system must maintain more file and
attributes than are needed in a single-user operating syste

» Most systems use the concepts of owner (user) and group.

» The owner is responsible for changing attributes and
access and has the most control over the file.

» A group defines the subset of users who can share access to:
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File Sharing — Multiple
Users

» For example, in UNIX, the owner of a file can issue all 0
a file like reading, writing and executing.

» A group can have permissions to issue a subset of operat
others (other users) can have different access permissions.

» The owner and group are assigned IDs and the owner and
are stored along with the other attributes of the file.

» Even with multiple local file systems, ID checking and pe
matching are straightforward, once the file systems are moun

» But, what happens when the file systems are not local, but pla
different locations connected through a network?
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File Sharing - Remote Fil
Systems

» With the advent of computer networks, communic
remote computers became possible.

» Networking allows the sharing of resources spread across

» Data in the form of files is one such resource.

» Files can be shared using the following methods:

» In the first method, the files are transferred manually via pr
like FTP.

» In the second method, a distributed file system is used, in
remote directories are visible from a local machine In the
method, the World Wide Web is used.

A browser is used to gain access to the remote files.

The World Wide Web uses anonymous file exchange.
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File Sharing - Remote Fil
Systems

» The client-server model allows clients to mount remot
from servers.

» A server can serve multiple clients and a client can
Servers.

» The NFS is a standard UNIX client-server file sharing prot

» The Common Internet File System (CIFS) is standard
protocol.
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File Protection

» It is necessary to keep files safe from physical damag
and from improper access (protection).

» For keeping the files reliable, it is necessary to have dupli
of files.

» We can also periodically copy disk files to tape at regular int

» We now see how files can be protected from improper acce

» The owner/creator of the file should be able to control wha
done on a file and by whom.

» The types of access that can be controlled are read, write, €
append, delete, list, renaming, copying etc.

» One way in which access can be controlled is to have acg
lists and groups.
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Access Control Lists and
Groups

» With each file and directory an access-control list (ACL

» The ACL has the names of users and the types of acces
each user.

» When a user requests access to a particular file, the a
checked.

» If the user is listed for that particular access, access is all
user is denied access.
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» With each file and directory an access-control list (ACL

» The ACL has the names of users and the types of acces
each user.

» When a user requests access to a particular file, the a
checked.

» If the user is listed for that particular access, access is all
user is denied access.
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» Introduction

>
>
>
>

A file is a collection of related information.
Files are organized into a structure called the file-system.
The file systems reside on secondary storage (disks).

The file systems provide efficient and convenient access t
by allowing data to be stored, located and retrieved easily.

» In this module, we understand the different layers in a lay
system, the on-disk structures and the in-memory structu
for the implementation of file systems and issues related
implementation of directories.
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Implementation of File System
File-System structure

A file system is organized into many layers.

INSTITUTIONS,

The different layers of a file system are shown in Figure.

The application programs written by users are show
most layer.

The users’ programs use the logical file system.

The logical file system invokes different data structures a
organization module.

The file-organization module uses the basic file system,
turn uses [ /O control, which, in turn accesses the [ /O devi

We now see the functionalities of each of these layers
subsequent subsections.



Implementation of File System
File-System structure

application programs

|

logical file system

v

file -organization module

v

basic flle system

v

IO control

v

dovices
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Implementation of File System
File-System structure

1/0 control level
This layer is placed just above the [ /O devices.
This level comprises of the device drivers and the interrup

The device drivers act as an interface between the device
operating system.

They help to transfer information between the main mem
the disk.

An example of input given to a device driver is - ‘retrieve block

In response to this, the device driver has to send
hardware specific instructions to the disk controller.

The disk controller assists in reading block 123 from the dis



Basic file system S'S

INSTITUTIONS,

» This layer issues generic commands to the device drive
write physical blocks on the disk.

» The input received from the [ /O control layer is sent fro

» Memory buffers and caches are maintained by the operatii
in the main memory.

» The basic file system layer is responsible for managing t
buffers and caches.

» Each memory buffer can hold contents equal to the size ¢
Each buffer holds the contents of a disk block.
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Basic file system S'S

» The contents that are read from the disk are copied td
and can even be used later.

» The cache holds frequently used file-system metadata.

» This can be the contents of the file or attributes of the
the owner of the file, size of the file and so on.

» If the file is used frequently, the metadata can be usec
cache itself. It is not necessary to read from the disk each
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File-organization module

This layer uses the functionalities of the basic file syster
This layer knows about files and their logical and physica
The logical blocks are with respect to a particular file.

>

>

>

» The logical blocks are numbered from O to N for a particu
» Physical blocks do not match the logical numbers.

>

Logical block i need not be kept in block number 1 in the
memory.

» It can be kept in any physical disk block.
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» Therefore, it is necessary to know the location of the lo¢
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File-organization module |- T

INSTITUTIONS,

file in the disk (That is the locations of the disk blocks
contents of the file are kept in the disk).

Therefore, appropriate data structures are maintained
organization module to know the mapping between
block number and the physical bock number.

The file-organization module also has a free-space manag
tracks unallocated disk blocks.



Logical file system S'S
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» This layer lies above the file-organization module.
» This layer manages the metadata information of a file.

» The metadata information includes all details about a fil
actual contents of the file, for example, the name of the i
of the file and so on.

» This layer also manages the directory structure.
» It maintains the file-structure via file-control blocks.

» A File-control block (FCB) (inode in UNIX) has information
file - owner, size, permissions, time of access, locatior
contents and so on.
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Advantages of layered file\ =T
system

» Duplication of code is minimized.

» The code for I1/0 control and basic file-system layers can
multiple file systems.

» The layers above these two layers can be modified for d
systems.

» That is, each file system can then have its own logical file s
file-organization modules, while the I/O control and
system layers being the same.
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Disadvantages S'S
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» Having a layered file system can introduce more opera
overhead, resulting in decreased performance.

» The decision about how many layers to use, what each
do is a challenge.

» Many file-systems are in use today — UNIX file system, FA
NTFS, ext3, ext4, Google.

» The FAT, FAT32 and NTFS are used in Windows operating sy

» Ext3 and ext4 are used in Linux operating systems. Google I
own distributed file system called the Google File System (Gl
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File-System
Implementation

» In this section, we learn different data structures that u
in the implementation of file systems.

» There are several on-disk and in-memory structures u
implementation of file systems.

» The on-disk structures are kept in the disks.

» The on-disk structures contain information about how to
OS stored in the disk, total number of disk blocks, num
location of free disk blocks, directory structure and individual

» The in-memory structures are kept in the main memory.

» The in-memory structures are helpful for file-system manage
caching and so on.
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File-System
Implementation

On-Disk Structures

» In this section, we understand the functionalities of diffe
disk data structures.
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Boot control block

vV v v Vv Vv
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File-System
Implementation

Operating system is kept in the boot control block.
If the disk has no operating system, this block is empty.

In UNIX, the boot control block is called as a boot block.
In NTFS, the boot control block is called as a partition boot se

The boot control block is usually the first block of the volur
the file system is kept.

If a partition of a disk has an operating system, informatio
how to boot.
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File-System
Implementation

Volume control block

» This data structure contains details about a volume (part:

» The information maintained in the volume control block g
of blocks in the partition, size of each block, number of fre
the partition, free-block pointers (addresses of free disk b
SO On.

» In UNIX the volume control block is called a superblock a
block next to the boot block.

» In NTFS, these details are stored in the master file table.
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File-System S'S

Implementation

Directory structure (for each file system)

» The directory structure is used to organize files.

» In the directory structure, the names of files and
information are kept.

» In UNIX, the directory structure includes file names and ass
inode numbers.

» In NTFS, these details are stored in the master file table.
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File-System S'S

INSTITUTIONS,

Implementation
Per-file file control block (FCB)

» For each and every file, information about that file is mai
file control block.

» The FCB has a unique identifier number to allow associatic
directory entry.
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File-System
Implementation

In-Memory Structures

These are data structures that are maintained inside the main
e Mount table

— Information about each mounted volume is maintained in t
table.

e Directory-structure cache

- Holds directory information of recently accessed directories.

— If the same directory has to be accessed again, it is not necess
read from the disk.

- The details can be taken from the directory-structure cachg
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File-System
Implementation

e System-wide open-file table

— This data structure is common to all the processes present
system. This contains a copy of the FCB of each open file

e Per-process open-file table

- This is a table that is available for each and every process. T
process open-file table points to the appropriate entry in tl
system-wide open-file table.

e Buffers

- These are buffers that are kept in the memory to hold the cg
disk blocks.
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File-System S'S

Implementation

» Each buffer can hold the contents of one disk block.

» When contents of a disk block are read from the disk, the
stored in these buffers kept in memory.

need not be written to the disk for each and every modifica

» Itis enough to write the contents of the buffer to the disk
buffer is to be used for some other disk block contents.
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File Operations S'S

INSTITUTIONS,

Create a new file

» The application program calls the logical file system anc
name of the file to be created to the logical file system.

» The logical file system knows the name of the directory st

» It finds the name of the directory in which the file is to 1
from the file name given by the application program.

» The logical file system allocates a new FCB.
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File Operations

» In the case of UNIX, a new inode is allocated.
» The system reads the appropriate parent directory into

» It updates the directory with the new file name and FCB ¢
the directory back to disk.

» Figure shows a typical file control block.

» The FCB has information about the file like the owner of t
size, file permissions and so on.

file permissions

file dates (create, access, write)

file owner, group, ACL

file size

file data blocks

4/17/2025 File cor
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File Operations

» Open an Existing File

» The open() call called by the application program passes 4
to the logical file system.

» The call first searches the system-wide open-file table to s
file is already in use by another process.

» If it is, a per-process open-file table entry is created point
existing system-wide open-file table entry.

» If file is not already open, the directory structure is searche
given file name.

» There is a possibility that parts of the directory structure arg
in memory.

4/17/2025 File concepts/ 23CST202 - Operating Systems/ Anand Kumar. N/IT/SNSCT,



S

INSTITUTIONS,

File Operations

» If the directory structure is present in the cache, it is tal
cache.

» Else, the directory structure is read from the disk.

» Once the file is found, the FCB is copied into an entry in the
wide open-file table in memory.

» The FCB entry also keeps track of the number of processes
opened the file.

» An entry is made in the per-process open-file table.

» This entry points to the system-wide open-file table.
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File Operations S'S
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» The FCB entry also has information about whes
read /write should be done on the file (file offset), acce
which the file is open.

» open() returns a pointer to the entry in the per-process
table. All file operations after the open() system call use t

» In UNIX this pointer is called the file descriptor (file
Windows).
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File Operations

» Close a File

» When a process closes a file, the per-process open-file ta
is removed.

» The count (count of the number of processes using the fi
system-wide open-file table entry is decremented.

» When the count becomes zero, the updated metadata is coj
the directory structure in the disk and the system-wide op
table entry is removed.
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File Operations

|

-

open (fllename)

user space

read (index) =t

directory structure

1]
directory structure

o]

kernel memory

(a)

file control block

secondary storage

index

—_— o

per-process

open-tlle table

™

L |
11 ]

data blocks

system-wide

opeaen-file table

flle control block

user space
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(b)
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File Operations L DS

» Figure shows that the open call accesses the directo
memory.

» If the directory structure is not cached in memory, it
the disk.

» The file control block is accessed using the directory struc

» If a copy of the FCB is not present in the memory, it is read {
disk.
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File Operations S'S

» Figure shows how the read system call uses the in-
structures.

» The read uses the index returned by the open call to
entry in the per-process open-file table.

» The entry in the system-wide open-file table is obtaine
pointer from the per-process open-file table.

» The file control block is accessed from the system-wide
table and the data blocks are accessed using the entries in t
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Directory Implementatio S'S

» This section explains two different ways in which a dire
implemented.

» In the first method, a linear list of file names is maint:
pointers to the data blocks.

» This method is simple to program
consuming to execute.

» To create a new file, the directory is searched to find
file with a similar name exists.

» If no such file exists, a new entry is added to the end
directory.
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Directory Implementatio S'S

» To delete a file, the directory is searched for that file a
allocated to it is released.

» To reuse this deleted entry, the entry is marked
by assigning it a special name or it is attached to a
directory entries or the last entry in the directory is cop
freed location and the length of the directory is decreased

» The entries can also be maintained as a linked list to reduc
required for deletion.

» The disadvantage of a linear list is that finding a file requit
search and this makes access slow.
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Directory Implementatio S'S

INSTITUTIONS,

To reduce this search time

- Operating systems implement a software cache to sta
recently used directory information.

- Maintaining a sorted list also allows a binary search and
search time.
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Directory Implementatio

» But maintaining a sorted list is difficult.

» When new entries are added, the new entries should be
appropriate position.

Using a hash data structure
—name and returns a pointer to the file name in the linear
This reduces the

- In addition to having a linear list for storing the directory
a hash data structure can also be used.

The hash table takes a value computed from the file search tim

But provision must be made for collisions, that is, it is to b
that two file names do not hash to the same location.
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